
TIME 

INTEGRATED RISK 
MANAGEMENT

presented by Nexigen
GH 201 (Digitorium)

CYBER 
OPERATIONS
presented by 

CBTS/Microfocus
Student Union 108

THREATS
presented by

 Logicalis
Student Union 109

SECURITY 
AWARENESS AND 

CULTURE
Student Union 106

EMERGING TOPICS IN 
SECURITY

presented by 
Cadre/Checkpoint
Student Union 105

LEGAL ISSUES IN 
PRIVACY & SECURITY

presented by KMK Law
Student Union 104

 *1.0 CLE requested in OH, KY and IN

GETTING STARTED IN 
CYBERSECURITY

Griffin Hall 224

7:30 AM- 
8:25 AM

Registration and Networking Breakfast
Student Union Ballroom

8:25 AM- 
8:30 AM

Introductions by Dean Kevin Kirby, College of Informatics and Interim Dean Michael Whiteman, Salmon P. Chase College of Law
Student Union Ballroom

8:30 AM- 
9:30 AM

Panel Discussion presented by Nexigen, CBTS/Microfocus, Logicalis, Cadre/Checkpoint and KMK Law
Student Union Ballroom

9:45 AM- 
10:45 AM

Thomas Doty
(TaxToken/NuStrategies)

Security, Regulations, 
and Artificial Inteligence Have 

Transformed Governance, Risk, 
and Compliance into

 Integrated Risk 
Management 

Ty Braunwart
(Nexigen)

Information is the Game 
and How 

Phishing Attacks are 
Becoming More 

Dangerous

Ian Curtis
(CenturyLink)

Where Threat Intelligence 
Fails and What We Can 

Do About It

Michael Brooks
(Seepix)

Creating a Security 
Conscious Culture

Mike Rock
(Vernovis)

Managing Your Security 
Career: How to Take that 

“Next Step” 

J. Callow, D. Hicks, 
J. Rhode, S. Scott

(Keating Muething 
& Klekamp)

Will Humans Become Obsolete?*

M. Schuetter, 
J. Gregory, J. Multhauf
(Encore, TEKsystems)

Landing Your First IT 
Security Job

11:00 AM- 
12:00 PM

Chris Huntington
(Nexigen)

Creating Board Friendly Risk 
Assessments

Damon Hacker
(Vestige Digital 
Investigations)

Conducting an 
Incident Response from a 

Forensics Standpoint

Shaddi Dibini and 
Ryan Hamrick

(CBTS)
Adversary 
Tactics & 

Defensive 
Countermeasures

Tim O’Connor
(Cadre)

Creating an Effective 
Security Awareness 

Program

Chris Anderson
(RDI)

Emerging Security Focus 
 Discussion (Overall Security 

Program)

E. Richardson, J. Lind, 
J. Mahle, B. Craft

(Vorys, Sater, 
Seymour and Pease)

Cybersecurity and Data Breaches: 
New Trends and Recent Legal

Developments*

Alex Kuhl
(Encore)

Security and the Analysis of 
Unintended Consequences

12:00 PM - 
1:30 PM

Lunch & Keynote Address by Jane Lute (Former Deputy Secretary, Department of Homeland Security) with Introduction by Lunsford Academy Director Robert Furnier*
Student Union Ballroom

1:45 PM - 
2:45 PM

Ron Temske 
(Logicalis)

Market Trends and CIS Critical 
Security Controls

Wayne Kiphart and 
Thomas Runge

(Gratia)
Successfully 

Implementing a 
SIEM Solution

Dennis Leber 
(Commonwealth of 

Kentucky)
Reduce 

Organization Risk with 
Threat 

Hunting

Zachary Heck 
(Taft Stettinius & 

Hollister)
California Consumer 
Privacy Act: So Goes 

California, So Goes the 
Nation

Barry Kimball
(SMBA)

Pixel Tracking: 
What’s It Really Doing?

M. Nitardy, D. Gastright
(Frost Brown Todd)

Managing Risk in the Age 
of the Smart Toaster*

Justin Hall
(CBTS)

Brain Swap: Thinking Like A 
Modern Attacker to Improve 

Your Defense

3:00 PM - 
4:00 PM

Micah Brown 
(ISSA)

DLP Demystified: 
How I Learned to Stop Worrying and 

Love my Inner Blue Team Roots

Scott Van Nice
(Procter & Gamble)
I Wish I Had Known THIS 

When Doing an 
Investigation

Matt Schuerer 
(First Financial Bank)
Active Defense - Helping 

Threat 
Actors Hack 
Themselves!

Matthew Likes
(Mainline)

Build or Buy… 
Can your SIEM do this?

Brian Lawthorn 
(Kroger)

Cybersecurity 
+ 

Privacy 
= 

TBD

Dennis Kennedy
(Dressman, Benzinger 

& LaVelle)
Responding to Security Breaches*

Rasheed El-Saleh
(BAH)

Machine Learning and 
Security

4:00 PM - 
5:00 PM

Cocktail Reception
 (Griffin Hall Commons)

FRIDAY, OCTOBER 12 #NKUCYBER11


