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A CMMC PRIMER 

 

 
 
 
This presentation by Damon Hacker of Vestige Digital Investigations, a 
CMMC Registered Provider Organization (RPO), introduces the DoD’s 
Cybersecurity CMMC (Cybersecurity Maturity Model Certification). You will learn 
how to navigate the requirement and understand the DoD’s expectations. If you 
are one of the 221,000+ suppliers to the DoD – big or small, prime or 
subcontractor, if you handle Federal Contract Information (FCI) or Controlled 
Unclassified Information (CUI), you will need to become certified to bid on and 
receive contracts in 2021. Start forming a path forward to become certified and 
explore why the process could take 6 months or more. 
 
Benefits of Attending:  

• Understand your requirements as a DoD Supplier under 
NIST 800-171, CMMC and the Interim Rule  

• Learn what steps you need to take NOW to ensure you can bid on and receive 
DoD contracts 

• Gain exposure to the CMMC Framework 
You Will Learn:  

• The difference between NIST 800-171 and CMMC 
• About the various Maturity Levels 1-5 
• What the CMMC Framework includes and what compliance entails 

 
This procurement technical assistance center is funded in part through a cooperative agreement with the Defense Logistics Agency. 

Thursday, March 18 
10:00 am to 11:30 am 

 
 

Click Here to Register 
 

Questions?  
 

Karen Wivell 
 614-636-5024 

wivell@ohio.edu 
 

Larry Brown 
513-577-4155 

brownla24l@ohio.edu 
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